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Non-profit public organization, funded by two national universities - Mykolas Romeris
university and Kaunas University of Technology

Clients: EU defense and security agencies

L3CE invests in the development of new defense, security and intelligence approaches
by integrating social and technical innovations, traditional methods with new
technologies:

Artificial Intelligence
Natural language processing
Analysis process automation

Visual analytics for more efficient cyber related operations and decision making




* Impact of security research results is still not sufficient enough to make a
marked difference in preventing cyber incidents, crimes, threats.

* Key challenges of security and defense agencies:
- Lack of resources human/financial

- Competences in digital intelligence and investigation
- Political and societal pressures

- Relevant tools and technologies




PRESENTATION OF NAAS
(Information Security and Information Threats®
Detection, Analysis, Research and Education

Ecosystem)
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Profile:

Barriers:

Criminals

e Early adaptors of innovation

* Business model is based on disruption

* Basic knowledge of innovation

e

Innovators

Visionaries
Early Adopters

LEA / Security

Early Majority

* Pragmatics / Conservative by function
* Business model is based on stability and
clear structure

* Validation of innovation

* Proof of fit-for-purpose

* Alignment with legal framework

* Basic level of standardization

* Official learning path

* Official acquisition/procurement of
innovation

Late Majority Laggards




We need to establish ecosystem that

Tackling new challenges ... facilitate and speed-up

LEA innovation uptake for
disruptive challenges

continuous innovation

Criminals are Early Adaptors of
technological and social innovations
and acts as disruptive challenge for

LEA/Security

emand

problems that need solutions

supply

ideas for potential solutions

hitp:/Awww understandinginnovation. wordpress.com
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* Trusted Environment

« Co-Creation

* Fit For Purpose

 Function or Goal Oriented
« Open Innovation

_
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CONTACT
REACH US
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Groups:

driver_project
@ Pre) Driver Project

Driver Project

More information about the project - coordination(@projectdriver.eu
Interested in collaborating with us? - cooperation(@projectdriver.eu —
Communication and media contact communication@projectdriver.eu —
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presentation are those of the author(s) and do not necessarily reflect the official opinion of the European Union



https://twitter.com/DRIVER_PROJECT
https://www.linkedin.com/groups/8161096/
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