


L3CE – LITHUANIAN CYBERCRIME CENTER OF EXCELLENCE
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NATIONAL SECURITY CAPABILITIES – WHAT IS NEXT 

BIG STEP?
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PRESENTATION OF NAAS 
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Digital Forensic in 2006

Digital Forensic in 2020
Mass Adoption by Universities
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Innovators Early Adopters Early Majority Late Majority Laggards

Tech Enthusiasts Visionaries Pragmatists Conservatives Skeptics

Criminals LEA / Security

Profile: • Early adaptors of innovation
• Business model is based on disruption

• Pragmatics / Conservative by function
• Business model is based on stability and 

clear structure

Barriers: • Basic knowledge of innovation • Validation of innovation
• Proof of fit-for-purpose
• Alignment with legal framework
• Basic level of standardization
• Official learning path
• Official acquisition/procurement of 

innovation
• …..



Criminals are Early Adaptors of 
technological and social innovations 
and acts as disruptive challenge for 

LEA/Security

We need to establish ecosystem that 
facilitate and speed-up

LEA innovation uptake for 
disruptive challenges
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• Trusted Environment

• Co-Creation

• Fit For Purpose

• Function or Goal Oriented

• Open Innovation 
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NAAS: VALUE EXCHANGE MODEL
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EXPECTATION ALIGNMENT  

Training of professionals

Scientific research

Funding instruments

Scientific collaboration

New concepts, methods development

Public Resilience, 

Hybrid Threats Analysis Specialists

Info Threats impact analysis and 

other phenomena based research & analysis

Public Resilience, Information Security 

and Defense Methodology

NEW ACTIVITIES VALUE ADD

National and international 

collaboration

Joined EU, NATO RIA actions and projects, 

Innovations‘ uptake

ON TIME INFORMED NATIONAL INSTITUTIONS MANAGEMENT ON THREATS

PROTECTED, SUPPORTED DEFENCE & SECURITY DECISION MAKING PROCESSES

NATIONAL RESOURCES ARE EFFECIVELY PLANNED
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